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Introduction
The emergence of the Internet and developments in processing capacity and data storage over the 1990s have significantly altered the environment for ICT use across society and in government. While the longer-term effects of this digital revolution are likely to be profound, these developments have already increased pressure on governments to improve performance and provided them the tools to do so.
This does not mean, however, that e-government challenges are primarily technical. E-government services continue to be embedded in the environment of today’s public administrations and therefore remain limited by what these administrations are capable, and willing, to do. The term “e-government”, as used by the OECD E-Government Project, applies to the use of ICT as a tool to achieve better government.

Thus, e-government is not about business as usual, but should instead focus on using ICT to transform the structures, operations and, most importantly, the culture of government. In OECD countries, e-government is not so much about computerisation as it is about modernisation and reform. That is, how can e-government contribute to the increased efficiency and effectiveness of government as a whole?
The following presentation focuses on the external and internal challenges to e-government implementation, drawing on the recent OECD publication, The e-Government Imperative (OECD: 2003):
· The e-government context
· External barriers to e-government implementation

· Internal challenges to e-government implementation

It will then touch on the extent to which the OECD experience is applicable to non-OECD countries before offering some elements of conclusion. For central and eastern European countries, what is the right path for e-government development? And what can they learn from the OECD experience, not only in terms of where countries are today, but also in terms of the historical path that they followed in planning, initiating, and overseeing e-government initiatives?
The e-government context

E-government does not operate alone. The context in which e-government is taking place and the ability of governments to respond to these external pressures are determinant for the ultimate success of e-government.
In particular, the broader information society of which e-government is but one component, plays a role in 1) the technological tools available, 2) the level of access that citizens and business will have, 3) their overall trust in electronic channels and 4) their expectations of the types of services that should be delivered and how they should be delivered. All of these factors affect the willingness of businesses and citizens to use, or take-up, electronic services. The failure to respond to an ever-changing environment and expectations can result in barriers to e-government implementation.

Rapid technological change

Technological advancements and the search by suppliers for new markets have resulted in a bewildering array of technical solutions in search of problems to fix. Governments face the challenge of fostering the development of e-government while there is still great uncertainty regarding fast moving technological change, and it is difficult to anticipate future policy impacts in detail. New technologies are tempting because they often promise better solutions and enticing possibilities for business change. More often, however, they promise solutions that purport to enable an organisation to implement IT without changing its business processes. It is therefore not surprising that public sector organisations keep trying to develop systems based on new technologies. Experience shows, however, that systems built on emerging and unknown technologies are very susceptible to failure. In some instances the potential benefits might warrant taking such huge risks; most often this is not the case.

Technical problems also arise from trying to choose a standard before the market has settled on a solution. In 1999, Finland was one of the earliest countries to launch a national electronic identity card that provided digital signatures for secure electronic transactions. Take-up of the card has been much lower than expected mainly due to the lack of public services that currently require public authentication. Another reason for the low take-up, however, is that in trying to develop the most secure standard possible at the time, the government did not take into consideration either the development of private market technologies or the desired and actual needs of the potential users who are often satisfied with the use, for example, of a simple PIN code. Eventually a stronger market will probably develop for secure transactions, but by then the technological solutions will have likely evolved as well.

Risk of failure can be reduced by using well-proven approaches or – even better – standard, off-the-shelf software, although this will often imply that business processes have to be adapted to the possibilities offered by the IT system. The application of common commercial practice, rather than custom software, has proven time and again to be the most successful solution. Where the use of unproven technologies is unavoidable, a testing programme for the new technology in question carried out prior to the contract with the supplier could help identify, assess and manage the risks. Broad approaches to dealing with emerging technologies include:
· Technology neutrality in legislation and regulation to avoid closing off promising options, and flexibility within broad regulatory frameworks and adaptation of current laws to a digital world.

· Performance requirements rather than technical specifications when procuring new technologies.
· Involvement of all stakeholders in regulatory processes.

· Increasingly looking to international co-operation to harmonise approaches to transborder issues.

The digital divide

The digital divide is an important barrier to e-government in that people who do not have access to the Internet will be unable to benefit from online services. In OECD countries, a growing number of people have access to the Internet, but there are still large numbers of people who do not. While e-government can also improve services to citizens through other channels, the inability to provide online services to all citizens can hold back e-government projects.

Additionally, the groups in society with lower levels of access tend to be those that are already disadvantaged. For example, lower income groups have less access to the Internet than higher income groups. Such disadvantaged groups are often the targets of government interventions and have a higher level of ongoing interaction with government. Many of their interactions with government are complex – establishing identity, entitlement for assistance, complex medical or social intervention – and they are not all well suited to online provision. While access to government information and services would be important for such groups, they may not benefit from enhancements to service quality and greater choice through online services.

Of course, Internet access remains a key parameter for the success of e-government in Central and Eastern Europe. In 2001, the number of Internet users per 10,000 inhabitants ranged from 25 in Albania to 1,203 in the Slovak Republic. It is difficult to make generalisations about Central and Eastern European countries: Estonia and Slovenia, each at over 3,000 Internet users per 10,000 inhabitants, approach the EU figure of 3,136. The EU average is, itself, far behind the United States, a leader at 4,995 Internet users per 10,000 inhabitants, but which in turn still falls behind the national figures for Sweden, Norway and Iceland.

These figures do not show internal disparities across regions, income levels, language groups etc. They are also evolving rapidly. The Czech Republic, for example, has made huge gains over the past five years to become a regional leader where once it was a laggard. Still, the Central Asian Republics continue to lag far behind, and the regional gaps between countries in Central and Eastern Europe remain striking and point to the importance of basic education and international initiatives such as the G8 Digital Opportunities Taskforce (DOTforce) and the resulting 2001 Genoa Plan of Action.
The digital divide is a particular challenge in some OECD countries because some studies seem to indicate that Internet and pc penetration may be reaching a limit that is defined by the perceived value for citizens to be online. As a report by Statistics Finland states, “What is crucial is whether there is something rewarding related to the use of the Internet and e-mail…this would, therefore, encourage those, who are unfamiliar with information networks at work or school to use information networks. Changes in the communication capabilities [in Finland] between 1996 and 1999 show that the motivation to use Internet connections has not increased at all in three years despite the increase in the opportunity to use, or become competent, in the Internet and e-mail.”

E-government services may, by their very existence, provide an additional incentive for individuals to access the Internet. Given that transactions with government are relatively rare for most citizens, however, public electronic services are unlikely to, in and of themselves, be an incentive to purchase a PC and Internet connection. On the other hand, government information and opportunities for consultation and participation, particularly at the local level, may be important in conjunction with other factors such as educational uses, access to e-mail and messaging and home PC use. It is thus important, on e-government grounds alone, for governments to continue policies and specific interventions to reduce the digital divide. A specific focus on frequently used government services with value to groups with low access, along with overall marketing of online government services, are all important elements of digital divide policies.

Privacy and security concerns

Citizens are unlikely to use e-government services without a guarantee of privacy and security. Governments also have a strong interest in maintaining citizens’ trust (e.g. that information provided will not be misused). Ensuring that e-government initiatives are in step with society’s expectations in this area is a crucial means of building trust. The challenge facing e-government coordinators and implementers is to respect accepted privacy principles while allowing the benefits of the Internet and other technologies to flow to citizens. This balance is of particular importance when considering seamless government services involving data sharing among agencies.

Government has a responsibility to provide leadership in developing a culture of privacy protection and security. It should provide this leadership through its roles in the development of public policy, as owner and operator of systems and networks, and as a user of such systems and networks. As a user of information systems and networks, government shares a role with businesses, other organisations and individuals for ensuring secure use of the system and network.

The OECD was the first intergovernmental organisation to issue guidelines on international policy for the protection of privacy in computerised data processing. In 1980, the Guidelines on the Protection of Privacy and Transborder Flows of Personal Data (Privacy Guidelines) were adopted as a Recommendation of the OECD Council. They were followed by the 1985 Declaration on Transborder Data Flows, and more recently by the Ministerial Declaration on the Protection of Privacy on Global Networks, adopted by OECD Ministers at the 1998 Ottawa conference, "A Borderless World: Realising the Potential of Global Electronic Commerce". At that conference, OECD Ministers reaffirmed "their commitment to the protection of privacy on global networks in order to ensure the respect of important rights, build confidence in global networks, and to prevent unnecessary restrictions on transborder flows of personal data".

The revised OECD Guidelines for the Security of Information Systems and Networks: Towards a Culture of Security that were adopted by the OECD Council in July 2002, respond to the ever-changing nature of the security environment by promoting the development of a culture of security – that is, a focus on security in the development of information systems and networks and the adoption of new ways of thinking and behaving by all participants when using information systems and communicating or transacting across networks.
Citizen expectations and seamless services

Another constraint on e-government is the difficulty with which governments are developing services that are customer-focused. As governments are developing more and more electronic services, they are also coming to the realisation that they often do not know what kind of e-government citizens want. ICT tools have provided governments with new ways to provide information and to consult with citizens, but determining the preferences of citizens and businesses with regard to the structure and content of electronic services rests a true challenge for OECD countries, in part because many people would hard-pressed to be able to articulate their expectations of government, even with a full understanding of the technological possibilities.

Countries are developing a common understanding, however, that services should be organised and provided according to customer needs and preferences and not according to the internal logic (or illogic) of government administrations. The Internet has brought a quantum leap in efforts to provide a customer focus, and OECD countries are actively developing initiatives to draw together information and services for specific customer groups. These seamless online services aim to transcend the agency-based structure of the supply of information and services and present users with a coherent, integrated package of government information and services. Such services can provide higher levels of value to customers than separate services.

One-stop shops, advice bureaux, whole-of-government telephone call centres and services such as information kiosks have attempted to bring together information and services from different government agencies. The capacity to offer integrated, seamless government services so that users can interact with government as a single organisation, however, relies not only on ICT tools, but also on deeper organisational and cultural changes within public administrations.

The development of a customer focus requires collaboration. As services become more complex, efficiency considerations require greater co-operation between agencies, in areas such as authentication, shared processing and the exchange of data. The need for collaboration between agencies thus has both “front-office” (service to the customer) and “back-office” (efficiency in government) dimensions. From the customer’s point of view, government should appear as one organisation; from government agencies’ point of view, the customer should appear as a single customer.

External barriers to e-government implementation

The e-government context affects e-government initiatives across government, and yet the dominant structural forms in all OECD governments are, to varying degrees, “stovepipe” or “silo” organizational units that have relatively clear, mutually exclusive areas of responsibility and control and political accountability.

External e-government barriers often concern breakdowns, missing components or lack of flexibility in the government-wide frameworks that enable e-government. The result can be an inability to achieve a whole-of-government perspective in e-government implementation. This is particularly true when e-government is treated as a merely technical issue rather than one that concerns the basic service delivery mandate of government, or when agencies ignore how additional value can be created by better collaborating with other agencies providing related services. In this sense, the barriers are not external to government itself, but rather concern responsibilities that are broader than the sphere of activity of any individual agency.

Barriers can also arise for agencies that only focus on putting their own services online, without an eye on the broader government context that governs what they can and cannot do (e.g. procurement, human resource and budgetary rules). In particular, if they are not well understood, regulatory and financial rules can seem to pose insurmountable barriers to e-government implementation.

Legislative and regulatory barriers

The success of e-government initiatives and processes are highly dependent on government’s role in ensuring a proper legal framework for their operation. The introduction and uptake of e-government services and processes will remain minimal without a legal equivalence between digital and paper processes. OECD governments are aware of the need for a framework to provide for enforceable electronic transactions, both in the e-government sphere and for electronic commerce, and have taken action.

For example, the legal recognition of digital signatures is necessary if they are to be used in e-government for the submission of electronic forms containing sensitive personal or financial information. As of 2002, 26 of the 30 OECD countries have passed legislation recognising digital signatures, though a much smaller number have actually introduced applications beyond a pilot phase. Many are waiting for the private sector to fill the void.
Additionally, current public governance frameworks based on the assumption that agencies work alone (for example, in terms of performance management, accountability frameworks, data sharing) can act to inhibit collaboration and information sharing between organisations. Complexity of regulations and requirements on agencies can be another barrier; if agencies are unable to determine what is required of them, they may be unwilling to invest in a project that may not conform with requirements. In addition, privacy and security concerns need to be addressed through appropriate legislation and regulations (as well as in practice) before e-government initiatives can advance.

The web of government requirements around ICT procurement, industry support, contract requirements, compliance with security requirements and other standards can increase costs and drag out implementation timetables. Seamless government services involving a number of agencies unavoidably add to the complexity of implementation.

The rules and regulations around ICT use can build up, and impose resource obligations on agencies. Given the pervasive nature of ICT use in government, these requirements can cover acquisition and financing, network operations and security, staffing and skills issues, service design, monitoring and reporting. They are likely to have been issued by a number of agencies, rather than a single agency or the central e-government co-ordinating unit. It would be of value to regularly undertake a review of the overall regulations and requirements that govern ICT acquisition and use. As a first step, identifying these areas would help indicate areas where redundant or overlapping regulations were in place: an agreed process of regular examination would provide an opportunity to get rid of requirements that have outlived their usefulness.

Confusion about what exactly are the requirements on agencies implementing e-government is a related problem. Agencies may need clarification on what they should and should not do, particularly in the areas of data security and technical standards. Especially in the case of small agencies with few resources, the cost of re-developing an e-government project which has adopted the wrong standards is potentially prohibitive. A vicious circle may occur when ignorance of current regulations leads to incorrect development of e-government projects and to the waste of resources, and in turn, result in more regulation.

Combining existing requirements with clear informal/regulatory guidance is a primary challenge to e-government co-ordinators. Government should address how existing regulations should be clarified and explained to e-governments implementers’ and in turn impact the implementation of services.

E-government has the potential to improve collaboration across agencies and organisations, but there are a number of regulatory barriers to collaboration. For example accountability rules, designed to ensure responsible use of public resources by clearly identifying who does what, can impede collaboration as it may be unclear who is accountable for shared projects. Similarly, performance management follows clear distinctions of who did what, and there is little flexibility for evaluating shared projects. Finally, legislation enacted in order to protect the privacy and security of citizens’ data can impede data sharing across government.

Budgetary barriers

OECD governments operate within vertical funding structures, in accordance with the core public management principle of holding an agency accountable for achieving organisational objectives and giving it the resources to accomplish those objectives. However, such budgetary frameworks may not take into account the specific needs of certain e-government projects, particularly those involving long-term funding requirements and collaboration across agencies. In order to maximise the benefits of e-government financing issues must be addressed.

One commentator (Harvard Policy Group) considers there is a virtually inverse relationship between traditional government budgeting and ICT investments.
1 MACROBUTTON NUMBERING Table .

Traditional budgeting and budgeting for ICT investments

	Focus of traditional government budgeting
	Characteristics of high-value ICT investments

	Single-year (or biennial) expenditures
	Multi-year investments

	Programme-by-programme performance
	Enterprise or cross-boundary performance

	Financial cost/benefits
	Financial and non-financial costs/benefits

	Level of effort within existing work flows
	Changes in the flow of work

	Ongoing operations
	“Start-up” operations

	Control
	Innovation


Source: Harvard Policy Group (2001)

A number of features of current budgetary arrangements in OECD countries work against efficient implementation of e-government. Current budgetary frameworks provide financing for individual projects, but do little to account for the shared responsibility inherent in many e-government projects.

In terms of funding, the treatment of certain ICT spending as capital rather than recurrent expenditure can be a challenge. Not all ICT expenditure is of a capital or investment nature, but involves maintenance, associated recurrent staffing costs, or small-scale projects. However, if major projects are not considered as investment, they will need to compete with other more pressing recurrent funding proposals, and in this context will seem to involve large levels of expenditure.

In related terms, to the extent that an explicit choice is made, the implementation of e-government is often unlikely to win out in competition with other compelling public policy objectives such as education, security and health. While most e-government proposals will be argued for in terms of programme outcomes rather than in terms of advancing e-government per se, the level of resources devoted to e-government is ultimately a matter for governments to determine in the light of their overall priorities.

Budget time horizons can also pose problems for e-government. Many e-government projects will be multi-year in nature, and thus require commitments to spend resources over a long period, sometimes well beyond the annual or multi-year budgeting horizon. Such projects represent a commitment to spend future revenues, and governments are understandably reluctant to tie up future spending. Projects that do not require such a commitment may be favoured. Finally, the difficulty of measuring costs and potential benefits for e-government projects makes it hard to develop funding cases for projects and compare alternatives in a budget-setting context.

Budgeting rules can also contain a number of rigidities that hold back e-government collaboration by preventing shared funding arrangements. The vertical nature of current arrangements means that it can be difficult to request joint funding, to pay into a project being done by another agency, or to pool funds. There are few mechanisms for shared funding, and it can be difficult to assess the extent to which agencies are benefiting from (and hence should contribute to) a shared project.

As long as there is no framework for profit sharing, agencies have no incentives to eliminate redundant systems by sharing systems with other agencies unless they can share in some of the savings generated. The use of performance-based budgeting can also create disincentives for collaboration, by rewarding independent behaviour at the expense of shared projects.

The linked nature of many e-government projects across traditional programme and organizational lines means that shared budgetary arrangements are essential. On the basis that the bulk of funds for e-government will (and should) be provided through agency budgets, the budget process can be used to promote collaboration of e-government initiatives.

Common technical frameworks and infrastructure

Finally, barriers to seamless service delivery may arise from the inability of agencies to communicate with each other. Government can help by providing a technological framework for delivering electronic services. A national approach may range from shared systems to common rules and/or standards governing separate, but connected systems.

Harmonisation is a particular important element as the current e-government context is in part due to past failures to harmonise systems and standards. Governments continue to make considerable ICT investments and at any point in time will have a wide range of ICT systems in place. However, legacy systems (systems that were designed for specific purposes) can be inflexible, and incompatible systems make it hard to deploy new applications that involve the need for data sharing or other interaction between disparate systems. Legacy systems can also lead to increased costs, for example related to data transfer. In fact, the difficulty of integrating legacy systems with new initiatives can be a major barrier to e-government. Integrating back office information management and information processing systems with the Internet to provide an online interface to clients has been a major preoccupation of e-government efforts. 
Establishing common technical standards and infrastructure can pave the way for greater efficiency within government. Important economies can be gained through a whole-of-government approach, both in terms of reducing redundant systems and by lowering the legal and technological barriers for collaboration across organisations. For example, governments can benefit from scale economies for some common back office processes, such as human resources management and payroll.

The German government has begun to consolidate government wide standards and guidance into one document, SAGA which has helped guide the implementation of e-government in Germany. The aim of SAGA is to develop standards for the smooth flow of digital information between citizens, business and the federal administration and to make as many electronic services as possible available using uniform procedures. SAGA is not a final document. It is constantly revised to include the latest developments and amendments. To develop the SAGA document in a targeted way, the federal government’s service portal now includes a technology forum at http://foren.kbst.bund.de. It offers German-speaking experts and anyone interested a discussion area covering the various topics of SAGA, such as appropriate interface connections or interdisciplinary data models.

In addition, shared infrastructure, for example for authentication of key customer groups, can facilitate individual agency initiatives that would otherwise lack a business case. It can also free agencies to focus on their specific content issues. Shared infrastructure, developed centrally or by a lead agency, can facilitate seamless online services and improve the business case for specific agency initiatives. The use of such infrastructure by agencies can be mandatory or available to be adopted if the infrastructure meets agency needs. For some initiatives, such as whole-of-government portals or secure networks, their value lies in their inclusive nature.

The issue of harmonisation and standards is a complex one, and solutions advanced will develop and change over time. Currently, the need for integrated transactional seamless government services has helped promote the development of middleware solutions and web services a software integrating technology incorporating standards such as Extensible Markup Language (XML) which facilitate the exchange of data between different systems. The promotion of whole of government frameworks, standards and data definitions by e-government co-ordinators will further facilitate specific proposals to develop cross agency integrated services.

Internal challenges to e–government implementation

The establishment of overall frameworks is an important step in meeting common e-government challenges. While taking a common or shared approach promotes the consistency and interoperability of IT systems, it should not, however, be construed as shifting the responsibility away from the agencies that are responsible for everyday implementation of electronic services. Indeed, a number of serious challenges to e-government implementation remain even once all of the appropriate frameworks are put in place. These challenges involve ensuring that a common understanding and sense of mission is shared across all levels of government and ensuring the necessary leadership to accomplish this. It also requires improving coordination and collaboration, clarifying public private partnerships, ensuring that government officials have the necessary skills and tools to carry-out their mission and to monitor and evaluate success.

Ensuring a common vision

A common vision is essential to e-government as a means to engage and co-ordinate agencies. It also serves to engage political leaders and to impress upon them the importance of e-government. A common vision is not a goal in itself, but a means to achieve policy priorities.

In OECD countries, most advanced e-government organisations have a vision statement. Such a statement may be linked to political commitment at a higher level, or it may be dependent on a general manager or the head of an IT unit with sufficient determination and resources.

Whether the vision is shared across the government or is limited to an individual organisation, however, makes a significant difference. No matter how advanced they are in terms of the services that they provide, organisations dependent on their own vision may not be aware of co-ordination problems that extend beyond their own services.

A government-wide vision helps to tie e-government initiatives with broader strategic and reform objectives. It can help promote inter-ministerial co-ordination, ensure balance and fairness and help to stay the course over a number of years. Having a clear vision of reform helps to maintain consistency and a sense of purpose. Towards this end, political leaders are key supporters of an e-government vision. Political leadership serves to diffuse the vision and to give it added weight. While a vision statement is needed, however, it is not enough. The vision, the rationale and the validation for reform also need to be communicated throughout the administration.

For example, President Vicente Fox of Mexico has established a good government agenda with six major lines of action, one of them being e-government and all of them related to each other. Each year, the president negotiates with the head of every agency the performance targets for the agenda, which includes e-government objectives and targets, as well as the effect of the latter on savings, quality, innovation and transparency. After several decades of mistrust by the public and general corruption, the government of Mexico faces the big challenge of changing its culture rapidly and effectively. In 2001 it produced its code of ethics that has been taught online to practically all federal government middle and senior level managers.

The most effective e-government visions depend on input from a variety of stakeholders. Increasingly, users (both citizens and business), non-governmental organisations, and government employees are being brought into the process of defining an e-government vision. This serves to ensure ownership of an e-government vision and to make sure that it can be translated into realistic action plans.

Providing leadership at many levels

Governments are increasingly asked to translate a general vision into effective public services while facing time constraints, lack of resources and political pressures. The cost of losing the reform momentum can be high. The role of communicating the need for reform therefore depends on e-government advocates and leaders throughout government.

Leadership is not just about motivating people and creating incentives and opportunities for actions. E-government is also about change, and many e-government advances to date have been driven by the enthusiasm of individuals and individual agencies. But there can be considerable resistance to change particularly to the level of change required if some of the more significant efficiencies and service enhancements through seamless online services are to be realised. While the form and arrangements adopted are determined in the context of each country’s political and administrative environment and will continue to evolve as lessons are learnt, leadership is an essential ingredient of e-government in order to motivate and break down barriers to change.
Sustained leadership is important at all levels of the e-government cycle. At the early stages, there is a need to gain acceptance of concepts and benefits, and to put in place frameworks to sustain momentum and structure implementation in an efficient manner. As more complex transactional services are implemented, the need for leadership and support will continue, particularly as benefits may take time to emerge. 
Leadership is a catalyst for innovation. Broad reforms require perspectives and pioneers able to translate the vision into action. E-government leaders should learn how to put in place the right administrative mechanism to support agencies in the e-government implementation.

There are many styles of leadership. Different kinds of leadership may co-exist and be a key to success, depending on the stage of the e-government process. In a very early stage of e-government development the leader may obtain views on what needs to change, share a common vision with the personnel and evaluate new ideas. In a more mature stage, selling the benefits of a vision and creating personnel commitment to it are also required.

Leadership can be exercised at all levels of the organisation. Political leadership has an important role in shaping and backing e-government initiatives. Political leaders contribute to the establishment of the e-government vision, define priorities, filter citizens’ needs, make the decisions and provide the will to carry them out. Strong political leadership can make a difference in forcing the momentum for change and easing the reform process. It can also increase management motivation and sense of responsibility.

Leadership can also articulate a unifying theme that can propel the e-government initiative through all the necessary steps. It is important to understand that results are most likely when leaders elevate the public profile of their vision and press for its successful implementation by tying it to broader government policy agendas.

Strengthening co-ordination

Decentralisation has been a key component of public management reforms in most OECD countries over the past 20 years. Business unit managers need to manage ICT as they do other resources and are generally the best placed to be aware of business needs that can be efficiently addressed by ICT applications. However, agencies cannot operate in isolation, especially with regard to ICT. The nature of e-government requires a level of co-operative action to ensure interoperability, avoid duplication, ensure coherent action in a range of crucial areas such as security and privacy protection, and to provide the framework and capacity for seamless services. The need for co-ordination becomes more pressing as OECD countries increasingly move to implement more complex, transactional services. The cost of introducing such services, and the cost of making them interoperable after they have been introduced, makes avoiding duplication and implementing projects in a structured environment all the more pressing.

There is, as a result, a central dilemma for e-government implementation. In the terms of the Finnish Council of Ministers: “a basic problem is how agencies’ responsibility for results and autonomous co-operation can be retained while at the same time ensuring the interests of the government administration at large in questions pertaining to interoperable systems and shared use of information resources”. While this reflects the broader issue for government of co-ordination versus devolved management responsibility, if e-government is to succeed it is crucial to get the balance right. The stronger the control exercised over coordination, the higher the costs due to the web of regulations and requirements to which new, creative initiatives must adhere. Co-ordination may stifle innovation and initiative, leading to foregone opportunities. However a co-ordinated approach may generate efficiencies, reduce risk and facilitate a faster and broader rollout of e-government initiatives.

Whole-of-government structures can play an important role in steering e-government implementation across government, in providing a framework for collaboration across agencies and in keeping e-government activity aligned on broader public administration agendas. Approaches that have been adopted include committees of agency heads and chief information officers. The roles of such bodies vary, from purely advisory and information sharing, through to policy development and implementation oversight. The involvement of non-government representatives from industry bodies, academia and civil society organisations has been effective. 
An important role of such central co-ordinating units is to act as a focal point for promoting government-wide e-government development. This may involve being responsible for developing the e-government strategy, monitoring progress towards goals, promoting benefits to the public, linking e-government activity to broader reform and information society goals and generally acting to generate and sustain momentum. This may also involve reporting on progress and reassessing strategies in the light of experience and as progress is made.

Improving collaboration

As noted earlier, providing seamless services is fast becoming a major challenge in order to provide user-centric e-government. Doing so, however, requires moving beyond co-ordination to integrating certain structures and processes related to service delivery. Experience with implementing electronic seamless services has highlighted the impact they can have on agencies’ ways of working, structures and culture. The challenge of implementing and operating seamless services has also highlighted the need for change in the internal governance frameworks of public administrations.

OECD countries have taken a number of steps to improve the seamless delivery of information and services. At the level of information provision, for example, online government portals are well established as a means of gathering together material from different parts of government. But the development of portals to provide customer-focused information, while challenging, has generally not required addressing differences in agencies’ ways of working or technical interoperability issues beyond a certain level. In practice, portals have also been established in some isolation from other service delivery channels (although in a number of countries call-centre and front-counter staff use the co-ordinated online information as a core resource).

Arrangements for reconciling back-office systems with an integrated customer interface may give the impression that collaboration can be achieved primarily at the technical level, and that other operations can be left undisturbed. In practice this is unlikely to be the case. In effect, collaborating for seamless e-government services will lead to a deeper engagement between the agencies involved:

· Implementation of integration models for online services will require a high level of cooperation for architectures, service delivery policies and standards, implementation methods and schedules, and the co-ordinated acquisition of ICT services and equipment by individual agencies. This will have implications for budgets, business plans, skills and resource management generally. Joint teams may be established to implement new arrangements and may be retained to carry out or co-ordinate maintenance and upgrading.
· Seamless online service content will require deeper collaboration on issues such as service quality, presentation of material, decision making on individual cases, dealing with 12 problems, complaints and appeals. This will have an impact on ways of working, decentralised authority and other dimensions of organisational change. Overall service delivery policies involving all delivery channels will need to be agreed and co-ordinated by agencies dealing with the specific customer group. There is little point or value in providing a seamless government online service while leaving other channels uncoordinated. In practice, such an approach would be difficult to sustain.
· Seamless service delivery will reinforce pressures for co-ordinated policies covering the particular customer group. This implies a further layer of collaboration between agencies, building on what may already exist. 
In Sweden, Wilma, the Web-based Information System Linking Migration Authorities, is a new IT support tool shared by Swedish authorities involved in processing migration cases. The purpose of Wilma is to process information concerning individuals, cases, documents and decisions. IT support allows it to embrace the entire chain, from application for a visa or residence permit at the diplomatic mission to a decision in the case and any appeal. IT support will also promote more efficient monitoring of entries and exits.
The development of Wilma is part of the broad changes aimed at rationalising the multi-authority process affecting the work of diplomatic missions. The improvement involves a basic strategy for applying a holistic approach to developing process-oriented methods. In addition to IT support, the new measures include the development of various forms of collaboration, skills development, strengthening of resources in the form of migration officers posted overseas, a central help desk, improved information, improved follow-up, etc.

Seamless online government service initiatives challenge traditional accountability arrangements. Ministers and senior executives are generally responsible for administration of specific legislative or executive instruments. Accountability rules and practices have been developed to clarify responsibility in situations where the service is outsourced, with public administrations and ministers accepting responsibility for the action of non-government providers. The situation may be more complex when the situation involves an agency outside a minister’s area of responsibility that provides a service for which the minister is responsible or where cross-agency teams operate. Arrangements need to be made to assign responsibility in these cases. As already occurs in a range of policy areas, responsibilities will invariably be shared. This is not necessarily a problem, so long as there is clarity about the sharing.

The management of seamless online service initiatives also raises its own challenges for agency managers, who are faced with issues of managerial autonomy and collaboration in the context of practical implementation. OECD countries’ experience suggests that managers and central e-government coordinators can facilitate the development of seamless online services with common customers by:

· Developing a shared vision for services for the customer group. Political leaders, staff, unions and agency management should endorse the need to collaborate and accept the value of a customer rather than an agency outlook must occur. This includes the development of plans that could usefully cover projected services, implementation paths, agreed standards and procedures and co-ordinated change management strategies 

· Increasing use of formal co-operative mechanisms such as quasi-contracts or other statements of co-operation spelling out joint responsibilities, objectives, agreed contribution of resources and other aspects of the linked but separate roles of each agency involved. This could involve the adoption of a shared responsibility approach, with a formal agreement covering resource issues and performance of the system. It could also be helpful to create other incentives for collaboration, such as a central facilitation fund to focus on design, innovation and incentive structures to facilitate progress.
· Facilitating the development of customer-focused clusters to help identify opportunities for closer technical, service delivery and policy integration. Sharing of infrastructure and development or use of a lead agency model will be important for collaboration and would be facilitated by co-ordinated acquisition of ICT within each cluster. Cross-agency teams can help implement and manage specific projects or act as a within-government application service provider to the relevant agencies. 

· Taking action to address constraints arising from internal governance frameworks in the public administration and adopting team-based approaches involving staff from more than one agency. This will require human resource management frameworks, legal frameworks and privacy and data protection.

In practice, collaborative models will involve elements of all of the above approaches, and the approaches will change as co-operation becomes more ingrained.
Clarifying public-private partnerships

Engagement with private-sector suppliers has been an integral feature of government use of ICT. Public-private relationships have broadened from the acquisition of products and services such as mainframe computers which governments themselves could not provide, to services such as the operation of computing facilities and direct provision to end users of government services. In the broadest sense, the term "public-private partnership" could be used to cover all arrangements where governments contractually engage with a non-government entity to provide goods or services. More narrowly, partnerships involve arrangements whereby work, risk and rewards are shared. In practice, all private supplier relationships are likely to involve elements of partnership, and it is therefore useful to see partnerships as part of a continuum. The partnership management issues they raise need to be addressed as part of the implementation of any e-government project or strategy.

The more comprehensive and innovative the partnership arrangements, the greater the likely challenge to existing frameworks. The challenges for developing sound partnerships include as follows:
· Accountability, scrutiny and audit requirements need to balance providing enough flexibility for innovative arrangements and preserving required levels of oversight of public expenditure. This is a difficult area, although arrangements to achieve this balance are evolving in countries with experience in partnerships both within and outside the ICT area. The use of public-private partnerships should not be at the expense of public scrutiny or compromise accepted privacy or service quality standards. The business case for partnerships should not depend on a lowering of standards. 

· The specification of outputs, including value for money, can be difficult in arrangements designed to operate over a long period and which allow for future resetting of priorities. If specifications are too tight, it may be necessary to renegotiate – if they are too broad, requirements may be unclear. Arrangements to deal with failure also need to be clear. 

· Traditional procurement arrangements aim to transfer risk while retaining control. It needs to be accepted that, in a partnership, both parties should share the risks and the benefits. The issue here is management of risk, with the respective risks assigned to the parties best placed to manage them.

· Retaining the public administration’s capacity to manage the relationship with the private partner is of crucial concern. Managerial awareness and commitment is essential to ensure that the required skills are developed and maintained (see section on skills). 

· While structured review and clauses can facilitate review and formal approaches to the market, there is a danger that an existing partnership may be seen as the only approach, thereby effectively excluding other service providers.
Ultimately, the overall relationship between the partners is important. The two sides must accept the sharing of risk and rewards, and specify outputs in a way that allows for flexibility. They must also accept joint responsibility for project outputs, while acknowledging the differences in accountability and responsibility between government and outside partners. Agencies must balance the need for stability and stable relationships with the need to reassess the value of current partnerships.

In Denmark, there is limited experience with digital projects in public-private partnerships. Therefore, both the public and private sectors have been interested in discussing together what is important for forming a successful partnership. Public-private partnerships are often used for complex projects in which knowledge from both the public and private sectors needs to be combined. While the goal must be clear from the start, the solution is most likely to be developed in partnership. This is a challenge and requires both the private and the public organisation to be ready to engage in a close partnership.

The dialogue has led to a joint document, which emphasises three themes:

1. The importance of managerial involvement in setting the project goal, clarifying existing work processes, deciding the space for restructuring and ensuring an overall efficient set-up.

2. The need to improve the efficiency of the public sector. It is important to establish a business case in order to get return on the investment. Furthermore, it is essential to agree on common goals and get the incentives right to achieve them, internally as well as for the partner.

3. To have the necessary flexibility to develop the solution, it is important when calling for tender and writing the contract not always to indicate a specific solution for the project but to concentrate on essential goals and requirements. The use of options can give the flexibility necessary to change that results from an ongoing dialogue.

Meeting rapidly changing skill needs

ICT-related skills are important not just for ICT production and service industries, but for the economy as a whole. ICT skills have become a new general skill, like literacy or numeracy, and governments have implemented a range of policies to promote the acquisition of basic and advanced ICT skills across the economy. E-government initiatives increase the importance of the ICT-related skills required by public administration work forces.

The skills required for e-government are not simply technical, as general managers need broad skills to engage in e-government decision making. Necessary skills include basic technical understanding (IT literacy) but also an understanding of information management and the information society. Managers must be able to lead (and not be led by) the organisation’s IT department and outside partners, and they must be able to integrate the organisation’s ICT strategy with the broader goals of the organisation.

Furthermore, traditional management skills need to be updated and strengthened to deal with the impacts of e-government. Additional competencies are needed in areas such as organisational change, cooperation and collaboration across departments, public-private partnerships, accountability frameworks and performance management.

Four specific sets of skills can be identified as essential to successful e-government strategies: information technology (IT) skills, information management (IM) skills, information society (IS) skills, and updated management skills. While the borders of these skill sets are blurred, they provide a useful framework for analysis. 
In the early phases of online services, when the Internet was relatively unfamiliar, many projects were driven by IT specialists. General managers lacked interest and/or the required skills. A major challenge is to overcome the view, still held by many employees and managers, that e-government skills are technical matters best left to specialists. As ICT is increasingly integrated into public administrations, a basic knowledge of technology and the Internet is becoming essential for all employees. Basic IT skills include a working knowledge of applications and how they can improve work quality and efficiency.

At the manager level, the adoption of e-government solutions has been hampered by business unit managers’ lack of knowledge about how technology can be used as a tool to accomplish or improve government processes. Managers need to be able to work with their organisation’s information technology and information management experts to match government processes with appropriate technical solutions.
Like all employees, managers need basic IT skills to use ICT effectively. But managers also need to be able to understand the possibilities of ICT, to set or manage the information strategy for the organization and to deal with the impact of e-government on the organisation. They need to understand how new technology works, how it can be incorporated into existing government functions, and how e-government applications can build new government services and products or open new channels of communication. A solid understanding of the options and their strengths and weaknesses will give managers confidence to negotiate and to specify characteristics for developing projects that will work.

After having provided training schemes and resources for e-literacy training for employees, the Italian Department of Public Administration in co-operation with the Department for Innovation Technologies, has recently promoted two new training programmes for managers. The first one aims at providing top managers (state government) with training to develop information management and information society skills. The programme is run by the Italian National School for Public Administration.

The second one aims at providing top and middle managers of regional and local administrations with training to develop management skills, necessary to meet new organisational needs relating to e government in the wider context of modernisation plans. This training scheme is part of a broader programme to foster innovation and modernisation in public administrations.

Monitoring and evaluation

Finally, it is necessary to monitor and evaluate e-government to understand demand, assess the benefits to users of alternative proposals and evaluate the effectiveness of proposals in meeting their objectives. Evaluation is needed to argue the case for new projects and expenditure, to justify continuing with initiatives, to allocate additional IT funds, to assess progress towards programme goals and to understand impacts. In an era of increasingly tight public spending, governments need to show concrete benefits of ICT investments in order to gain and maintain political support. Additionally, monitoring and evaluation can assist with programme consolidation and selection of standards. OECD countries recognise the importance of this issue, and e-government policies and strategies reflect this recognition.

Monitoring and evaluation of government programmes is generally difficult, given the frequent lack of clarity of objectives owing to the different and often competing views held by different stakeholders. In addition, overlapping initiatives and policies and continuous fine-tuning of initiatives complicate monitoring and evaluation efforts. The fact that e-government is relatively new and that there are few advanced services means fewer models and actual outcome experiences that can be used for benchmarking.
These problems are magnified when attempting to monitor and evaluate e-government programmes. ICT projects are hard to evaluate because of the pervasive nature of ICTs, the integration of ICT goals with policy goals and the organisational changes that necessarily accompany e-government initiatives. Effective evaluation requires good metrics, regular monitoring and reporting, disciplined and professional use of robust evaluation frameworks and the use of long-term evaluation practices. These qualities depend on a government’s overall evaluation culture. The following table summarises some of the barriers to e government evaluation and gives various examples.

 MACROBUTTON NUMBERING Table 2.
 Obstacles to evaluating e-government 
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Obstacle

 

Example

 

Lack of clarity of objectives 

--

 stated goals may not have 

 

associated measures of progress; there may be multiple 

 

objectives

 

Hard to measure "quality of life"

 

Ha

rd to define success

 

If people are spending more time online, is that good or 

 

bad?

 

Easy to be too ambitious

 

Several countries have set targets of "all services online" 

 

by specific dates.  But not all services are appropriate to 

 

put online.

 

Inform

ation paradox

 

The benefits of ICT investment may not be visible for 

 

some time (see OECD Growth Study)

 

Question of who are the clients; multiple clients

 

Should one evaluate benefits for the users, the 

 

employees, the government at large, partners, etc

.?

 

Hard to measure shared benefits

 

Shared infrastructure, multiple projects benefiting from 

 

shared portal, etc.

 

Private sector tools may not work for governments

 

Governments place importance on social values that are 

 

not incorporated into private s

ector tools and objectives

 

Available indicators may not be the good ones

 

Current indicators (such as number of employees with 

 

Internet connections) are helpful, but have limits

 

Government definitions and methodologies vary from

 

o

ne country to the nex

t

 

Collecting data is easier at the local level, but at that level 

 

administrations are highly decentralised

 

Incentives to misstate evaluation results

 

If an organisation succeeds in saving money, telling 

 

others may result in their losing that money

 

C

hallenge of sharing results

 

Hard to get organisations to report unsatisfactory results

 

What you measure may become focus of organisation

 

If you measure number of services online, but not service 

 

quality, priority will be on putting services online but

 not 

 

on service quality

 


Source: OECD.

To overcome these barriers and monitor and evaluate e-government successfully, a number of issues must be addressed:
· A framework for assessment must be prepared prior to initiation, as well as a framework for evaluating efficiencies once the project is completed. The process to be improved or replaced by the proposed arrangements must be clearly defined. The project’s full costs, including the costs of managing the associated organisational changes, also need to be identified. Furthermore, “success” needs to be clearly defined and if possible linked to the broader goals of the organisation and the national strategy. Both implementers and evaluators must agree on the definition of success.

· The knowledge that the evaluation may be used to determine the survival of the project or future funding creates a danger that the organisation’s sole focus will be to meet specific targets. This is particularly a problem when the indicators for e-government evaluation may not be representative of the programme’s goals. To the extent possible, e-government indicators should be designed to reflect programme goals.

· For an evaluation to be useful, results need to be available to decision makers at the right time. When information on longer-term outcomes is not available in the requisite timeframe, alternative indicators should be used. Evaluation procedures should be realistic and focused on specific issues of value. All e-government evaluation will inevitably be a compromise between rigorous evaluation on the one hand and practical realities on the other.

· The evaluation process should be unbiased and independent, so that it can be used as a basis for revising e-government initiatives. It should also be non-threatening to participants. It should be general enough to apply to more than one agency, initiative or programme.

· E-government evaluations should be based on a mixture of qualitative and quantitative indicators. Qualitative indicators are useful because they may be better suited to some e-government benefits (such as improved quality of life) than quantitative indicators. However, qualitative indicators may be difficult to use when comparing projects and levels of success. Quantitative indicators are useful because they are more readily comparable and can be used to demonstrate concrete benefits. However, quantitative indicators are not always suited to e-government goals, and there is the danger of overvaluing their importance. As evaluation efforts become more advanced, there may be a greater reliance on qualitative measures.

· The evaluation process should take into account both direct and indirect costs and benefits. While indicators should be based on stated targets, they should also be flexible enough to take into account unexpected outcomes or be adapted for a later point in time.

· Finally, e-government should be repeatedly evaluated over time. The process should include preanalysis, implementation analysis and post analysis.

Conclusion: The E-Government Imperative

Whether challenges are “internal” or “external” depends on the breadth of view of the e-government leader. This is more than an intellectual exercise as it determines one’s understanding of how e-government fits in with the rest of government, as well as with citizens, business and civil society. This larger governance issue is what many mean by the term “e-governance”, but in fact it is not unique to electronic services and consultation; it is simply made more complex and pressing by a host of new ICT tools.

In the early phase of e-government development, individual agencies have tended to respond to e-government pressures by putting existing information online. For example, at the information provision stage, users can read and download publications as well as undertake limited inquiries and searches. All information flows from the administration to the user. Since this stage primarily involves the digitising of existing information and placing it online, it has so far required the least investment in process reengineering and therefore can be undertaken with a minimal amount of planning.

As countries implement more advanced services, they are also most likely to encounter a host of new and more difficult e-government challenges. The use of new technologies makes apparent the inconsistencies in traditional stovepipe systems. The result is not only a need for increased co-ordination and collaboration, but for a re-engineering of the very systems of government. While agency innovation is still valuable, it will have to take place amidst more standards, decreased autonomy and tighter spending controls. While this will help some agencies, it may also be a source of frustration for others.

E-government is a clear priority for OECD countries, but to what extent are the lessons learned in these countries applicable to non-OECD countries? The answer is quite a bit. While questions of scope, approach and level of technology need to be determined by each country according to its own needs, achieving the cultural change needed within the public administration is a common challenge for all countries.

In fact, countries that are in the process of building their civil service may find themselves at an advantage in that they can incorporate new governance models into their civil service and legal system, rather than trying to reinvent old models. That said, the significant management challenges for delivering seamless services that have just been presented show how the blurring of roles and functions and the sharing of information and tasks makes it much more difficult to ensure internal accountability within the public administration. Before adopting sophisticated public management models, countries should make sure that they have an adequate supply of trained public sector managers.

It is the recruitment, training, and retaining of leadership and talent in the public sector – and not technology – that will determine the success of e-government initiatives. People are what is needed to ensure the good governance of ICT investments. External consultants are an important vehicle for bringing expertise in project management, but as in OECD countries, Central and Eastern European countries will have to figure out ways to maintain their own capacity within the public sector to manage the information imbalance that can result. Developing models for public-private partnerships and risk sharing, eliminating or preventing the formation of sectoral stovepipes, and maintaining transparency and accountability are all part of the challenges that governments – and donors – will have to face in making the underlying ICT investments to enable e-government.
Some developments may actually favour latecomers. In addition to learning from the e-government experiences of other countries, the breathtaking pace of the information society means that not only are technologies being tested and generalised, but a whole new generation is growing up with increasing familiarity with the Internet. Also, as e-commerce matures, e-government can also follow in its wake, piggy-backing on tested technologies, falling chip costs, infrastructure as it is established and new consumer confidence in electronic transactions.

E-government should be value-driven and not technology-driven. The promised benefits of e governments do not take place simply by digitising information and placing it online. Instead, the challenge is to understand how the use of new ICT tools can be used to leverage a transformation in the culture and structure of government in order to provide better services to citizens. This entails determining the appropriate level of technology and service that meets the needs and the citizen preferences of a particular country; it does not mean importing wholesale systems and solutions regardless of whether citizens and businesses truly stand to benefit. Governments are beginning to understand better that real value can be obtained through the use of ICT, but that the need for basic assessments of benefits and costs, risks and opportunities remains.
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